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school employee received initial secu-
rity awareness training in accordance 
with this subpart. 

(2) At a minimum, a recurrent secu-
rity awareness training program must 
contain information regarding— 

(i) Any new security measures or pro-
cedures implemented by the flight 
school; 

(ii) Any security incidents at the 
flight school, and any lessons learned 
as a result of such incidents; 

(iii) Any new threats posed by or in-
cidents involving general aviation air-
craft contained on the TSA Web site; 
and 

(iv) Any new TSA guidelines or rec-
ommendations concerning the security 
of general aviation aircraft, airports, 
or flight schools. 

§ 1552.25 Documentation, record-
keeping, and inspection. 

(a) Documentation. A flight school 
must issue a document to each flight 
school employee each time the flight 
school employee receives initial or re-
current security awareness training in 
accordance with this subpart. The doc-
ument must— 

(1) Contain the flight school employ-
ee’s name and a distinct identification 
number. 

(2) Indicate the date on which the 
flight school employee received the se-
curity awareness training. 

(3) Contain the name of the instruc-
tor who conducted the training, if any. 

(4) Contain a statement certifying 
that the flight school employee re-
ceived the security awareness training. 

(5) Indicate the type of training re-
ceived, initial or recurrent. 

(6) Contain a statement certifying 
that the alternative training program 
used by the flight school meets the cri-
teria in 49 CFR 1552.23(c), if the flight 
school uses an alternative training pro-
gram to comply with this subpart. 

(7) Be signed by the flight school em-
ployee and an authorized official of the 
flight school. 

(b) Recordkeeping requirements. A 
flight school must establish and main-
tain the following records for one year 
after an individual no longer is a flight 
school employee: 

(1) A copy of the document required 
by paragraph (a) of this section for the 

initial and each recurrent security 
awareness training conducted for each 
flight school employee in accordance 
with this subpart; and 

(2) The alternative flight school secu-
rity awareness training program used 
by the flight school, if the flight school 
uses such a program. 

(c) Inspection. A flight school must 
permit TSA and the Federal Aviation 
Administration to inspect the records 
required under paragraph (b) of this 
section during reasonable business 
hours. 
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Subpart A—General 

§ 1560.1 Scope, purpose, and imple-
mentation. 

(a) Scope. This part applies to the fol-
lowing: 

(1) Aircraft operators required to 
adopt a full program under 49 CFR 
1544.101(a). 
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(2) Foreign air carriers required to 
adopt a security program under 49 CFR 
1546.101(a) or (b). 

(3) Airport operators that seek to au-
thorize individuals to enter a sterile 
area for purposes approved by TSA. 

(4) Individuals who seek redress in 
accordance with subpart C of this part. 

(b) Purpose. The purpose of this part 
is to enhance the security of air travel 
within the United States and support 
the Federal government’s counterter-
rorism efforts by assisting in the detec-
tion of individuals identified on Fed-
eral government watch lists who seek 
to travel by air, and to facilitate the 
secure travel of the public. This part 
enables TSA to operate a watch list 
matching program known as Secure 
Flight, which involves the comparison 
of passenger and non-traveler informa-
tion with the identifying information 
of individuals on Federal government 
watch lists. 

(c) Implementation. Each covered air-
craft operator must begin requesting 
the information described in 
§ 1560.101(a)(1) and have the capability 
to transmit SFPD to TSA in accord-
ance with its Aircraft Operator Imple-
mentation Plan (AOIP) as approved by 
TSA. Each covered aircraft operator 
must begin transmitting information 
to TSA as required in § 1560.101(b) on 
the date specified in, and in accordance 
with, its AOIP as approved by TSA. 
TSA will inform each covered aircraft 
operator 60 days prior to the date on 
which TSA will assume the watch list 
matching function from that aircraft 
operator. 

§ 1560.3 Terms used in this part. 

In addition to the terms in §§ 1500.3 
and 1540.5 of this chapter, the following 
terms apply to this part: 

Aircraft Operator Implementation Plan 
or AOIP means a written procedure de-
scribing how and when a covered air-
craft operator or airport operator 
transmits passenger and flight infor-
mation and non-traveler information 
to TSA, as well as other related mat-
ters. 

Airport code means the official code, 
designated by the International Air 
Transport Association (IATA), for an 
airport. 

Consolidated User Guide means a docu-
ment developed by the Department of 
Homeland Security (DHS) to provide 
guidance to aircraft operators that 
must transmit passenger information 
to one or more components of DHS on 
operational processing and trans-
mission of passenger information to all 
required components in a unified man-
ner. The Consolidated User Guide is 
part of the covered aircraft operator’s 
security program. 

Covered aircraft operator means each 
aircraft operator required to carry out 
a full program under 49 CFR 1544.101(a) 
or a security program under 49 CFR 
1546.101(a) or (b). 

Covered airport operator means each 
airport operator that seeks to author-
ize non-traveling individuals to enter a 
sterile area for a purpose permitted by 
TSA. 

Covered flight means any operation of 
an aircraft that is subject to or oper-
ates under a full program under 49 CFR 
1544.101(a). Covered flight also means 
any operation of an aircraft that is 
subject to or operates under a security 
program under 49 CFR 1546.101(a) or (b) 
arriving in or departing from the 
United States, or overflying the conti-
nental United States. Covered flight 
does not include any flight for which 
TSA has determined that the Federal 
government is conducting passenger 
matching comparable to the matching 
conducted pursuant to this part. 

Date of birth means the day, month, 
and year of an individual’s birth. 

Department of Homeland Security Trav-
eler Redress Inquiry Program or DHS 
TRIP means the voluntary program 
through which individuals may request 
redress if they believe they have been: 

(1) Denied or delayed boarding trans-
portation due to DHS screening pro-
grams; 

(2) Denied or delayed entry into or 
departure from the United States at a 
port of entry; or 

(3) Identified for additional (sec-
ondary) screening at U.S. transpor-
tation facilities, including airports, 
and seaports. 

Full name means an individual’s full 
name as it appears on a verifying iden-
tity document held by the individual. 

Inhibited status means the status of a 
passenger or non-traveling individual 
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